**Cyberkriminalität bedroht auch Ihr Unternehmen. Sind Sie darauf vorbereitet?**

Sehr geehrte/r….

was tun, wenn z. B. nach einem falschen Klick eines Mitarbeiters ein **Lösegeld-Trojaner** Ihre Rechner, Ihr Smartphone oder gar die gesamte EDV Struktur sperrt? Wird Ihr Betrieb ohne Zugriff auf Kundendaten oder die Möglichkeit zu kommunizieren noch laufen? Sollten Sie das Lösegeld zahlen, um schnellstmöglich wieder die Chance auf einen funktionierenden Betrieb zu haben? **NEIN, zahlen Sie auf keinen Fall Cyberkriminellen Lösegeld!** In einem persönlichen Gespräch erkläre ich Ihnen gerne, wieso das Ihre Situation vermutlich verschlimmert und welche Alternativen ich Ihnen anbieten kann, damit Ihre IT schnellstmöglich wieder reibungslos läuft!

Sind Sie der Meinung, dass Ihr Unternehmen für Cyberkriminelle nicht interessant ist? Dann befinden Sie sich in guter Gesellschaft: 57 % der kleinen und mittelständischen Unternehmen nimmt an, dass ihr eigenes Unternehmen für Kriminelle nicht interessant ist.\*

ABER: ein Viertel der Unternehmen aus dem Mittelstand sind schon einmal gehackt worden.

Bei 2/3 der betroffenen Betriebe dauerte es mehrere Tage, bis die IT-Systeme wiederhergestellt und die Schadsoftware beseitigt war.\*

Trotz IT-Dienstleister und Sicherheitssoftware, bleibt die Gefahr eines Cyberangriffs somit immer bestehen!

Mit einer Cyberversicherung können Sie sich gegen die Folgen eines Cyberangriffs – individuell auf Sie zugeschnitten – absichern.

Deswegen: Lassen Sie uns über Ihre Cyberabsicherung sprechen, die so individuell ist wie Ihr Unternehmen!

Ich werde mich in den nächsten Tagen bei Ihnen melden.

Ihr

Max Muster

Musterweg1

12345 Musterstadt

Max.Muster@muster-makler.de

Tel. 01234/ 1354687

Mehr Informationen finden Sie auf:
<https://www.alte-leipziger.de/geschaeftskunden/cyber-versicherung>

(\*Quelle: Forsa-Befragung Frühjahr 2019 „Cyberrisiken im Mittelstand“).